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compatible strategies (i.e. the strategy that transceivers may
want to use in their self-interest).

In this paper, we provide incentives for transceivers in
wireless mobile networks with relay support to provide re-
laying service using a token system due to its implemen-
tation simplicity and possibility to operate the network in
an autonomous and distributed way. We design the token
system for wireless relay networks to maximize the system
efficiency, i.e. the probability that the relay transmission is
carried out. The problem is then modeled as a bi-level opti-
mization problem. First, we rigorously analyze the transceiver-
8’ incentive-compatible strategies. We prove that the only
incentive-compatible strategies are threshold strategies. We
also show the relationship between costs and the adopted
thresholds. Second, we maximize the system efficiency given
the transceivers’ strategic behaviors studied previously. There
is an optimal token supply that should be deployed in the
network.

The rest of this paper is organized as follows: Section 2
builds the system model and describes the relay transmission
process. Section 3 studies the incentive-compatible strategies
for the transceivers and shows that only threshold strategies
are incentive-compatible. Moreover, for each relaying cost,
there exists a unique associated incentive-compatible thresh-
old. Section 4 then determines the optimal token supply that
maximizes the system efficiency. Section 5 provides simulation
results. Finally, Section 6 concludes the paper.

II. SYSTEM MODEL
A. Setup

We consider a dynamic wireless network with N wireless
mobile transceivers and implicitly assume NV is large because
usually there are many transceivers in the network. Time is
discrete. In each time period, a fraction of the transceivers
need to receive data from their corresponding sources (e.g. the
base station in a cellular network or another mobile transceiver
in an ad hoc network) through relays due to bad direct channel
conditions. We capture the demand for relay transmissions in
the network by A, which is the probability that a transceiver
needs to receive data from its source using relay transmissions
in each period. Hence, A is the relay transmission demand rate
and depends on the overall network condition.

Transceivers are mobile. They move to various locations in
different time periods and experience different channel con-
ditions. We assume that the transceivers are anonymous and
self-interested, meaning that they aim to maximize only their
own utilities and do not care about the overall performance
of the network. Because forwarding signals incurs costs (e.g.
transmission power) to the transceivers who act as relays, self-
interested transceivers do not want to help other transceivers
by forwarding their traffic without having proper incentives.
Hence, our focus is on designing such incentive mechanisms.
Denote the action space A = {0, 1}; a = 0 means “not relay”
and ¢ = 1 means “relay”. For each relay transmission, fulfill-
ing the transmission brings the receiving transceiver ¢ a benefit
b while the relay transceiver j incurs a cost ¢;. We assume that

Relay Transceiver

Recelvm‘g b—c 0,0
Transceiver
relay traffic not relay traffic
Fig. 1. Relay transmission game.

the benefit is the same for all relay transmissions since it is
an evaluation of a successful transmission. However, the costs
to the relay transceiver j for different relay transmissions are
not the same but depend on the specific channel conditions
that the relay transceiver experiences to achieve a certain rate
for the receiving transceivers. The cost incurred by relays
when forwarding traffic can be due to many reasons, e.g. relay
transmission power. In the analysis of this paper, we assume an
abstract cost ¢ which follows a certain distribution. However,
since the cost at every time period is always positive (¢ > 0),
the dominant strategy for the relay transceiver is always to not
forward traffic in this simple gift-giving game (see Fig. 1).

B. Timing of the relay transmission

The conventional relay transmission process often involves
two stages: relay selection and relay transmission. The re-
lay selection has been shown to be critical for the relay
network performance and much work has focused on this
issue [15][16][17]. In this paper, we assume that there is no
interference between relay transmissions. Therefore, the relay
selection criterion is simply to choose the wireless transceiver
which requires the least cost. Besides the usual two stages
involved in the relay transmission when the transceivers are
obedient, one more stage is necessary when transceivers are
self-interested - the relay decision, which involves determining
whether relaying the traffic is in the relays own best interest.

The timing of each relay transmission is illustrated in Fig.
2. After the relay selection stage, the receiving transceivers
sends a relay request (REQ) to the relay transceiver. The relay
transceiver decides whether or not to relay the traffic and sends
back an positive or negative acknowledgement (ACK/NACK).
If a positive acknowledgement is received by the receiving
transceiver, it transfers a token to the relay receiver. Then, the
relay transmission starts.

C. Token system

If the transceivers would only be involved in a single
relay transmission as the relay, they will be reluctant to
help forward the traffic since this leads only to a cost and
no reward for themselves. However, because transceivers are
active in the network for a long time, proper incentives can be
provided to make them take into account future utilities when
making decisions. We assume that the transceivers discount
the future utility at a constant rate 3 € (0,1).! One way to
introduce such incentives to relay traffic for other transceivers

! Another interpretation of the discount factor 3 is the probability that the
transceivers stay in the network. For example, if 5 = 0.9, the transceivers
stay in the network with probability 0.9.
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Receiving transceiver

Relay transmission
Demand

Relay request Token transfer
(REQ) (if ACK)
l 1 | 1 >
T T e
Decision
(ACK/NACK)

Relay selection

Relay transmission

i if ACK,
Relay transceiver (if ACK)

Fig. 2. Timing of the relay transmission.

is through the use of tokens, which are exchanged among
transceivers to “buy” and “sell” relaying services. In each relay
transmission, the receiving transceiver pays one token to the
relay transceiver in exchange for forwarding the traffic. The
token transaction takes place at the end of the decision stage
of a relay transmission (see Fig. 2). An electronic token is
transferred from the receiver to the relay once the receiver
receives an ACK from the candidate relay transceiver. Secure
token passing designs are proposed in several existing works,
such as [13][14]. We assume that relay transceivers are not
malicious and they will forward the traffic in the following
transmission stage as long as it receives a valid electronic
token. We view that at the acceptance of a token, a binding
contract is established. Refusing relaying transmission violates
the contract.?

The overlay token system enables simple deployment of the
relay network with self-interested transceivers. (1) One token
provides one unit relay transmission opportunity and has no
intrinsic value outside of the relay network. This avoids many
financial problems (such as fraud) that are associated with
monetary incentive schemes. (2) No personal information of
the others is required when a transceiver makes a decision.
Hence, the system can be fully anonymous and more secure.
In contrast, under a reputation-based incentive scheme, the
transceivers inevitably need to know some identities - at least,
the reputations of their interacting transceivers. (3) There have
been some advanced techniques that enable secure electronic
token transaction in a distributed way. Essentially no central
entity is needed for the transactions.

D. Problem formulation

Despite all these advantages of the token system, maintain-
ing a good system performance (i.e. a high probability that the
relay transmission occurs when needed) still requires careful
design by the system designer. In particular, the amount of
tokens that are circulated in the system plays a critical role.
A straightforward intuition is that the token system does not
work if there are too few tokens in the network because few
transceivers have the tokens to request relay transmission. We
will also show that too many tokens are not helpful either, by
studying the strategies that the self-interested transceivers use.
Therefore, there must be a proper number of tokens that the
designer must deploy in the network.

20ne way to prevent malicious behaviors is to impose a severe punishment
to the malicious transceivers, e.g. ostracism from the system. In order to focus
on transceivers’ rational behaviors, we do not consider malicious transceivers
in this paper.

Denote the transceiver strategy by ¢ : S — A which
is a mapping from the system state space S to the relay
action space A. Transceivers may use different strategies and
hence, we denote o; as transceiver ¢’s strategy. Denote the
total amount of tokens by W . The efficiency, which is the
expected probability that the relay transmission successfully
takes place, is denoted by E{E (o1, 09, ...,0n, s|W)}, where
E(o1,09,...,0n,s|W) is the relay transmission probability
when transceiver ¢ uses action o;(s),Vi in state s € S.
The objective of the system designer is to issue a proper
number of tokens in the system such that the relay transmission
probability is maximized when all transceivers play incentive-
compatible strategies to maximize their own utilities. The
problem can be formulated as a bi-level optimization problem
where the inner level optimization problem is the transceiver’s
incentive problem (P1) and the outer level problem is the
efficiency maximization problem (P2).

maximize V; (s|o; (s))
o

(P1)  subject to V; (slo; (s)) = Vi(s|o, (s)),
VO'; (S) 7é i (5) (1)
(P2) maxiémize {E{E (01,09, ...0n,s|a)}}

subject to o; solves (P1),Vi,Vs
III. INCENTIVE-COMPATIBLE TRANSCEIVER STRATEGIES

In this section, we investigate users’ incentive problem when
they are requested to provide the relay service.

A. Incentive-compatible strategy

As a first step, let us examine the structural properties of
incentive-compatible transceiver strategies. Whether a relay
transceiver wants to provide relay service depends on how its
evaluation of having one more tokens. From a representative
transceiver’s point of view, the relaying decision should only
depend on the token holding number k& which it possesses and
the instant relaying cost c. Let us first fix the cost ¢ for the
following analysis and study the value of having one more
token at the cost c. The relay strategy then only depends on
the token holding k. Denote the relay strategy by the function:
o : N — A which maps the token holding to the action of
whether or not forward the traffic. For each token holding k,
o(k) = 1 means to forward while (k) = 0 means to not
forward. Keep in mind that a strategy for cost c¢ prescribes
the actions for all possible token numbers. If a relay strategy
is incentive-compatible, meaning that the transceiver would
like to follow the strategy if and only if it has the one-shot
deviation property [18]:

Definition 1. (Incentive-Compatible Strategy). A transceiver
strategy o is an incentive-compatible strategy if and only if
Vk € N4,

B(V (k+1lo) =V (k|o)) > ¢,ifo (k) =1 2
BV (k+1lo) -V (klo)) < c,ifo (k) =0
Where V (k|o) is the utility of having k tokens when the
transceiver follows the strategy o.
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