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Abstract. Online transparency for accountability assessment exercises reported 

in the literature rely solely on the analysis of public entities’ individual web sites, 

measuring the data disclosed and the way it is disclosed, and not taking into con-

sideration the context in which these ‘target’ entities operate. This paper aims at 

identifying key contextual elements that may influence the way data is disclosed 

by public entities in their individual web sites, and therefore should be taken into 

consideration when designing the assessment models and exercises. The contex-

tual elements identified were organized into an online transparency for account-

ability maturity model that may be used on its own to assess the overall level of 

sophistication of a country or region (‘context’), or it may be used in a stage-gate 

approach to define the appropriate type of entities assessment model. Researchers 

wanting to assess a set of ‘target’ entities should therefore begin by analyzing the 

context in which they operate (using the proposed maturity model) and then de-

fine their assessment model according to the recommendations proposed in this 

paper for the corresponding maturity level. 
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1 Introduction 

The subject of Open Government has been emerging as a top topic of interest in Elec-

tronic Government Research over the last few years [1]. Meijer et al. [2] emphasize that 

openness includes both the possibility of citizens to monitor governmental action (“vi-

sion”: transparency), but also to influence government processes through access to de-

cision-making arenas (“voice”). As one of the Open Government objectives [3], trans-

parency, in particular, has also received attention from both academics and practition-

ers, the later confirmed by the emergence of Open Government Data Portals (such as 

Data.Gov) worldwide1. 

With respect to transparency in the open government context, Linders and Wilson 

[3] further distinguish between the disclosure of government data aiming to promote its 
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reuse for social or economic value, and data openness with the intent to support ac-

countability of public officials. While the former is more closely associated with the 

creation of high-profile Open Government Data Portals, this work aims at addressing 

the latter (transparency for accountability). 

The concept of accountability is very complex and may be understood from many 

different perspectives. Bovens [4] not only advances a very synthetic description for 

accountability (“the obligation to explain and justify conduct”), but also proposes sev-

eral perspectives from which the concept of accountability may be analyzed. From the 

“To Whom is Account to be Rendered” perspective emerges the concept of political 

accountability, whereby citizens (among others) are the recipients of governmental dis-

closure efforts as a counterpart for the power delegation which characterizes representa-

tive political systems [4]. Open Government in general, and transparency in particular, 

may be considered an important prerequisite for political accountability because they 

allow citizens to access the information they need to assess the conduct of public offi-

cials responsible for managing the resources at their disposal [4]. 

While transparency has been associated for a long time with ‘traditional’ (paper 

based) freedom of information, the technological transformations of the last decades, 

the Internet in particular, have impacted profoundly the disclosure processes and access 

possibilities to government information [5]. The relevance of online transparency has 

led to several assessment exercises reported in the literature (see, for instance, [6] for a 

list of examples). In these exercises, researchers usually select a set of ‘target’ public 

entities, define a set of transparency requirements (assessment model) and analyze 

those individual entities’ web sites to assess in what extend they meet the requirements. 

The result is usually expressed as a disclosure index, a “single-figure summary indica-

tor” [7] which is considered as a proxy for the entity transparency level. 

However, such online assessment models and exercises, by analyzing the individual 

entities web sites in isolation, do not consider the context in which the entities operate. 

Such context (country, federal state/region, …) might condition the assessment models 

applicable to them. The importance of the context may be illustrated by the emergence 

of open government dataset portals, and their impact on the way transparency is ‘tradi-

tionally’ assessed: data concerning a particular public entity (under assessment) may 

no longer be disclosed solely at the entity web site. This, and other characteristics of 

the entities context, creates new challenges to online transparency assessment exercises 

and ‘traditional’ assessment models may no longer be totally adequate for the purpose. 

In sum, online transparency assessment exercises can no longer rely solely on entities’ 

individual web sites analysis and need also to consider the context in which they oper-

ate. 

Although some maturity models have been proposed in the context of open govern-

ment (see following section) they do not establish any connection with ‘traditional’ 

individual entities online transparency assessment models. The goal of this paper is 

then to close this gap. It starts by identify key contextual elements which may influence 

the way ‘target’ entities assessing models are defined and applied, and then proposes 

an online transparency for accountability maturity model based upon them (‘context 

maturity model’). Instead of just computing a single-figure summary indicator (index) 

for each entity, with a one-size fits all assessment model that disregards the context in 



which the entities operate, we propose to use a stage-gate approach: in a first step, the 

model is used to assess the context maturity level from an internet-enabled transparency 

perspective (common to all individual entities under assessment); then, depending on 

the maturity of the context, a specific (more detailed) assessment model (‘entities as-

sessment model’) is used to provide an index value for each entity. In the end, both 

indicators (context level and entity index) will form a global assessment of each entity 

efforts concerning online transparency for accountability. Alternatively, the proposed 

context maturity model may be used in a standalone basis to assess and compare the 

development of countries, federal states, regions or any other contextual entities. 

The remainder of this paper is organized as follows. The next section will reflect 

upon some of the maturity models already proposed in open government related litera-

ture. This will be followed by a section where a set of key context characteristics rele-

vant to individual public entities online transparency assessment exercises is presented. 

Then, section 4 presents and characterized the proposed maturity model. The paper will 

end with some conclusions and reflections about further developments. 

2 Previous research on maturity models 

Maturity models are commonly used to describe or represent the “anticipated, desired, 

or typical evolution path” [8] of an entity (such as an organization or country) or class 

of objects (such as processes) over time. In this context, maturity is considered as a 

synonym of “competency, capability, or level of sophistication” on a particular domain 

[9]. Although such development path may be represented by a continuous index, usu-

ally it is modelled by a discrete staged maturity model [10] and a set of criteria is used 

to assign each entity to a particular stage at a particular moment (“a snap-shot of the 

organization regarding the given criteria” [8]). Stages in maturity models are also com-

monly considered as cumulative, that is, “higher stages build on the requirements of 

lower stages” [9] as entities progress from the lower stages to top ones. This one-di-

mensional linear approach to maturity assessment, although simpler, may not be fully 

adequate to the complexity of the relevant domain. An alternative is to use a stage-gate 

approach where separate assessment models are used for each of the ‘main’ maturity 

model stages [9]. 

Maturity (stage) models have been proposed for a long time both in the field of 

eGovernment [11-15], eDemocracy/eParticipation [16, 17], and eGovernance [18]. 

However, these models focused mainly on the sophistication of online service provision 

and/or citizens’ engagement and participation, reserving a secondary role for infor-

mation provision and were therefore not aligned with the current Open Government 

initiatives who put transparency and participation at the heart of eGovernment and 

eDemocracy.  

Recently, an Open Government Data stage model [19] was proposed to address the 

shortcomings of the previous eGovernment maturity models with respect to online in-

formation provision. This model focus specifically on data integration and consists of 

four stages ranging from ‘Aggregation of Government Data’ to ‘Integration of Govern-

ment Data with Non-Gov Formal data and Social data’. 



In the same context, Lee and Kwak [20] proposed an Open Government Maturity 

Model to assess and guide the development of open government initiatives with a spe-

cial attention to the way social media may contribute to increase public engagement. 

The model follows closely the three main open government objectives (transparency, 

participation and collaboration [3]) by making them correspond to the three intermedi-

ary stages between ‘initial conditions’ (level 1) and the more sophisticated ‘ubiquitous 

engagement’ (level 5). 

Despite these efforts, none of the two previous models specifically address the global 

aspects of online transparency for accountability assessment, but rather focus on par-

ticular aspects of data provision. The proposed maturity model will not only address 

contextual online transparency (when used in a ‘standalone mode’), but will also serve 

as a bridge to ‘traditional’ individual entities online transparency assessment models by 

adopting a stage-gate approach: in the first step the maturity model will analyze the 

context in which these entities operate and, depending on this first assessment, will then 

serve as a guidance to develop and apply the appropriate entities assessment procedure. 

This approach will result in an index value for each entity within the maturity level of 

the overall context. This way it is possible to avoid unnecessary analysis concerning 

‘advanced aspects’ when the overall context is still characterized by a low maturity 

level. 

The next section will present the key context characteristics considered to develop 

the proposed model. 

3 Key context characteristics 

The proposed maturity model is based on the identification of key characteristics asso-

ciated with the context in which public entities operate which were derived from liter-

ature analysis. These characteristics concern both technological and organizational as-

pects, and the way they influence and relate to each other. 

3.1 Technological infra-structure 

The first major contextual characteristic which is deemed relevant to the type of online 

transparency assessment model applicable to individual public entities is a technologi-

cal one: technical infra-structure. Since online transparency assessment exercises tend 

to be performed in developed (or, at least, developing) countries, it is almost always 

taken for granted that a technical infra-structure exists, namely the Internet, over which 

public entities disclose their data. Moreover, it is usually assumed that most (if not all) 

entities addressed have a web presence of some sort and that they use such presence to 

disclose (more or less) relevant accountability data. Beside the infra-structure itself, 

other aspects that might be used characterize the context include broadband internet 

adoption rate by citizens (the ultimate recipients of accountability data), for instance. 



3.2 Dataset portals and web sites 

An important element that may influence the way individual entities disclose account-

ability information is related to the existence of external (global) dataset portals and 

web sites, corresponding to what Kalampokis et al. [21] refer to as “direct data provi-

sion”2. As part of Open Government initiatives, many generic open data portals, such 

as Data.gov, were created as aggregators of data that is usually reported by entities on 

a voluntary basis. 

A different type of thematic (more specific) portals has also emerged, such as Re-

covery.gov [22] or European national sites disclosing data concerning the projects and 

beneficiaries of the European Regional Development Fund (ERDF) and the European 

Social Fund (ESF) [23]. 

Still in this category, another type of portals may be considered, stemming from the 

way public entities in modern States are organized into sectors: clusters of entities 

grouped together according to their similar legal status (regime), type of services pro-

vided, goals pursued, or administrative autonomy. Sometimes these sectors have dedi-

cated portals, curated by a particular supervising entity that collects, processes and dis-

closes data concerning all public entities from that sector. In sum, data portals, either 

generic, thematic or sectorial, changed the relevant context for accountability data dis-

closure and should be taken into consideration when performing assessment exercises. 

3.3 Accountability networks 

In the last decades the structure and organization of modern States changed profoundly 

as a result, among others, of privatizations and New Public Management inspired re-

forms [24]. This resulted in a more complex and fragmented State, with a blurred fron-

tier among private and public entities, therefore making it more difficult for ordinary 

citizens to “comprehend, map and record” the resulting constellations of public entities 

[24]. These structural changes had also an impact on existing accountability regimes 

(“the sum of a series of interconnected accountability arrangements and relationships 

regarding a particular actor”) [25], thus leading to dense and complex “networks of 

accountability” [26].  

Under these accountability regimes, individual public entities are subjected to ad-

ministrative and financial supervision and control from auditors, inspectors, controllers 

and other supervising entities. The existence of such internal (not public), administra-

tive accountability networks changed the relevant context for accountability data dis-

closure since entities are now subjected to mandatory data internal disclosure regimes. 

This new reality should also be taken into consideration when performing assess-

ment exercises, namely in what concerns the type and amount of data expected to be 

disclosed publicly on entities individual web sites (at least a subset of that reported 

through the accountability network, for instance). 

                                                           
2 From the perspective of the entities to which the data belongs, publishing it in a global portal 

rather than on their own web sites would perhaps better qualify as an “indirect data provision”. 



3.4 Overall structure and organization of information 

An important element of context characterization is related to the existence of overall 

structures that increase the visibility and access to information, facilitate the organiza-

tion of the disclosed data by individual entities, and provide the necessary framework 

and guidelines to such disclosure procedures. 

An example of such structures would be Public Sector Information (PSI) catalogues 

[27], which may include the identification and characterization of public sectors in 

which the State entities are clustered, and the identification and characterization of all 

entities belonging to each sector. Other catalogues may exist to list and describe infor-

mation resources (including open government data portals and individual entities web 

sites), thus increasing their visibility and facilitating the access to accountability related 

data. 

From a more technical perspective, an example of an overall structure would be the 

existence of common ontologies which individual entities may use to describe the dis-

closed datasets (metadata), thus facilitating their search, retrieval and analysis. Yet an-

other contextual element would be the existence of a global Linked Data framework 

designed to facilitate publishing data on the Web “in such a way that it is machine-

readable, its meaning is explicitly defined, it is linked to other external data sets, and 

can in turn be linked to from external data sets” [28]. With such a framework in place, 

individual entities would then be able to use it in a more effective way. 

In sum, these technological transformations have also changed the relevant context 

for accountability data disclosure and should be taken into consideration when perform-

ing assessment exercises. 

4 The Online Transparency Maturity Model 

According to De Bruin et al. [9], maturity models may be applied for descriptive, pre-

scriptive or comparative purposes. The proposed maturity model aims to be descriptive 

in the sense that it could be used to assess (describe) the as-is situation of online trans-

parency development of a particular context for a set of public entities, such as a country 

or federal state. Similarly, the model may be used to provide a benchmarking baseline 

among countries (a typical ‘context’, for instance), and as a prescriptive model in the 

sense that it may be used to provide a framework to develop and implement an online 

transparency policy. The model assumes that the public entities operate in a political 

democratic context, whereby a legal and Constitutional framework exist that protects 

freedom of information and general access to administrative documents. 

Rather than simply using a one-dimensional standalone maturity model, we propose 

to adopt a global stage-gate assessment approach to structure online transparency as-

sessment exercises in two steps: 

 In the first step we take advantage of the simplicity of a maturity model by 

using it in a preliminary evaluation of the context in which ‘target’ public 

entities operate; 



 Then, a specific assessment model is used to complete the analysis of the 

‘target’ entities. Such model considers the potential and limitations of the 

context, as expressed by the evaluation resulting from the maturity model. 

Figure 1 presents the cumulative stages of the proposed online transparency maturity 

model. 

Level 4 – Overall structure and organization 

Level 3 – Accountability networks 

Level 2 – Data portals 

Level 1 – Initial conditions 

Level 0 – No technical infra-structure 

Fig. 1. The Online Transparency Maturity Model 

Each stage will be characterized below using the contextual elements identified in 

the previous section. Also, some of the major implications for online transparency as-

sessment models appropriate for each context maturity level will be discussed. 

4.1 Maturity Level 0 – No technical infra-structure 

According to Becker et al. [8], “the bottom stage [of a maturity model] stands for an 

initial state that can be, for instance, characterized by an organization having little ca-

pabilities in the domain under consideration.” From the perspective of this maturity 

model, this means that the context in which the ‘target’ entities operate is characterized 

by a poorly developed internet infra-structure with few public entities having its own 

web site. If so, it is perhaps meaningless to conduct online (internet-enabled) transpar-

ency exercises and therefore to define and apply any online transparency assessment 

model. If, however, such assessment is to be performed anyway, the model and proce-

dure used should focus on simple characteristics of online disclosure. 

4.2 Maturity Level 1 – Initial conditions 

Once the internet infra-structure is in place and entities (both public and private) gen-

erally have their own web site, we may consider that the context in which public entities 

operate has reached its ‘initial conditions’. Other elements to consider when assigning 

‘contexts’ to this stage may include the level of broadband access rate by citizens and 

entities, and other similar indicators. 

At this context maturity level, online transparency assessment models should con-

sider solely the data disclosed in each entity web site as each public entity inde-

pendently discloses accountability related data. ‘Traditional’ assessment models, as de-

scribed earlier in this paper, fall into this category and therefore should be considered 



adequate to assess entities functioning in this level of context maturity. Furthermore, 

such models should not expect individual entities to adopt sophisticated technological 

approaches, such as the ones associated with Linked Data [28], for instance, to disclose 

data. Rather, data might be disclosed in a simpler spreadsheet format. Other dimensions 

of the entities assessment models should also adopt a conservative perspective in what 

concerns technological and organizational sophistication. 

4.3 Maturity Level 2 – Data portals 

The existence of open government data portals in the context in which ‘target’ entities 

operate is a pre-condition for the maturity of such a context to be considered in this 

level. The Open Government movement has contributed to the emergence of both ge-

neric (such as Data.gov) and thematic (such as Recovery.gov) portals. Sector portals 

have also been created in some countries, but they depend much more on the internal 

organization of States. Generic data portals usually depend on individual entities vol-

untary disclosure of data, while thematic and sector dedicated portals are usually asso-

ciated with some kind of supervising entity (theme or sector) to which individual public 

entities are obliged to report accountability data. In this case it is up to the entities re-

sponsible for these thematic or sector dedicated portals to publish some (or all) of the 

reported data. From a technological point of view, establishing such data portals does 

not present a major technical challenge since many open source platforms (such as the 

widely used CKAN3) are currently available. 

At this maturity level, online transparency assessment models must take into consid-

eration the existence of these external/contextual data portals, and that entities may use 

them to disclose some (or all) relevant datasets (either voluntarily or not). Therefore, 

some of the characteristics of the portals themselves (dataset format, downloading pos-

sibilities, …) must be considered in the individual assessment models corresponding to 

this stage. In particular, such models should consider how is the data published in such 

portals visible and referred to (linked) from the entities web sites (that is, the way indi-

vidual web sites relate to external portals) and how do they deal with the possibility of 

duplicated data (inconsistency). 

4.4 Maturity Level 3 – Accountability networks 

This stage presupposes not only that an internal (administrative) accountability network 

exists for the different types of public entities (even stretching beyond the public sector 

‘supervising’ entities) but also that such network is explicit and visible: it is well known 

exactly what entities are part of the network and what is their role in it. It should also 

be clear what type of accountability relevant data is reported by each type of public 

entities through their accountability network. 

At this maturity level, online transparency assessment models must take into consid-

eration the existence of such networks and the way they might influence how data is 
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disclosed. In general, such models should consider the accountability network of a par-

ticular entity as a reference to what should be available and how by: 

 Defining a minimal set of data individual entities should disclose to the public 

(political accountability), considering that such data is already being produced 

for internal (network) reporting purposes (administrative accountability); 

 Considering that part (or all) of that data is disclosed by the ‘supervising’ 

entities of the network and not directly in the target entities individual web 

site. 

4.5 Maturity Level 4 – Overall structure and organization 

For a certain context to be considered at this top level maturity, the requirements of all 

previous levels should be fulfilled. However, to reach this level, there needs also to 

exist an overall structure that gives coherence and connects all the individual elements 

that characterize the levels so far. This may include a catalogue of all resources relevant 

for online transparency assessment purposes (according to previous levels), a global 

ontology and a Linked Data infra-structure. 

At this maturity level, online transparency assessment models must take into consid-

eration whether or not individual entities take advantage of these technological ele-

ments provided by the context. For instance, each entity, its web site, and relevant data 

resources disclosed in it, should be visible in the global catalogues mentioned (almost 

like a Google search engine visibility). Furthermore, individual entities should use the 

global transparency for accountability ontology to provide standardized metadata for 

the datasets disclosed which, in conjunction with the adoption of Linked Data princi-

ples, should facilitate data search, retrieve and processing. 

5 Conclusions 

In the last few years the context in which public entities function has suffered the impact 

of both organizational and technological transformations. The complexity of accounta-

bility networks in which entities are inserted, and the emergence of Open Government 

Data portals, for instance, pose new challenges to the way individual entities may be 

assessed concerning how they use the Internet to disclose accountability related data. 

This means ‘traditional’ online transparency assessment methods that focus solely on 

the characteristics of individual entities web sites, thus ignoring such transformations 

in the context, may no longer give an accurate picture of the transparency panorama. 

Also, since different entities might operate in different contexts (with diverse techno-

logical and organizational characteristics), it is not adequate to use a one-size fits all 

assessment model. 

This paper proposes an online transparency maturity model, based on some of the 

most prominent context characteristics (from an internet-enabled perspective on trans-

parency), which may be used in a standalone manner to assess the context in which 

entities operate or, in a stage-gate approach, as a first step to define an adequate assess-

ment model for the ‘target’ entities (depending on the maturity of their context).  



Like any other maturity model, the advantage of its simplicity may be subjected to 

criticism. The model steps sequence and cumulativeness represent a certain desired 

evolution path of sophistication that may not correspond entirely to the reality of some 

contexts. For instance, a particular country being assessed might exhibit characteristics 

of several stages or even develop the elements of a top level before the developing the 

ones in the levels below. Nevertheless, the sequence in which the levels are proposed 

took into consideration the complexity, (global) scope and impact of the technological 

and organizational characteristics considered in each level. 

The proposed model is intended not only to provide a macro assessment tool appli-

cable to contexts such as countries or federal and regional states, but also to close the 

gap between this and other micro level (entity level) ‘traditional’ assessment exercises. 

Therefore, those wanting to initiate individual entities assessment exercises should con-

sider first the level of maturity of the surrounding context, and then adapt the appropri-

ate assessment model according to the suggestions made. In the end, the overall analysis 

should help both academics and public officials to develop better online transparency 

for accountability systems both at macro and micro level. 

As this maturity model focus on internet-enabled transparency, further research 

might consider the possible impacts of proactive open government legal frameworks 

on online transparency maturity. Such proactive policy and legal structures extend be-

yond the general protection of freedom of information that constitute the hallmark of 

modern western-like democracies. 
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