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Preface

It is with great pleasure that we present the proceedings of the 15th IFIP
TC-6 and TC-11 Conference on Communications and Multimedia Security (CMS
2014), which was held in Aveiro, Portugal during September 25–26, 2014. The
meeting continues the tradition of previous CMS conferences which were held in
Magdeburg, Germany (2013), Canterbury, UK (2012), Ghent, Belgium (2011)
and Linz, Austria (2010).

The Program Committee (PC) received 22 submissions, comprising 16 full
papers, 3 short papers and 3 extended abstracts, out of which only 4 full pa-
pers were accepted (25% acceptance rate). In this edition, we have included 6
short papers, which describe valuable work-in-progress, as well as 3 extended ab-
stracts, which describe the posters that were discussed at the conference. Some
of the latter two categories are shortened versions of original full or short paper
submissions respectively, which the PC judged to be valuable contributions but
somewhat premature for submission under their original category.

We are grateful to Paulo Mateus, of the Instituto Superior Técnico/Uni-
versity of Lisbon and Rui Melo Biscaia, of Watchful Software, for accepting our
invitations to deliver keynote addresses, the abstracts of which can be found at
the end of these proceedings.

We would also like to say a word of appreciation to our sponsors, the Institute
of Electronics and Telematics Engineering of Aveiro (IEETA) and the University
of Aveiro, for hosting the conference and providing all the human and material
support requested by the Organizing Committee.

Finally, special thanks go to the Organizing Committee who handled all local
organizational issues and provided us with a comfortable and inspiring location
and an interesting evening event. For us, it was a distinct pleasure to serve as
program chairs of CMS 2014.

We hope that you will enjoy reading these proceedings and that they may
inspire you for future research in communications and multimedia security.

September 2014 Bart De Decker
André Zúquete
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Pierangela Samarati Università degli Studi di Milano, Italy
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