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Abstract. Self-trust is overlooked in trust research. However, self-trust is 

crucial to a learner’s success in a digital learning space. In this paper, we review 

self-trust and the notion of self-efficacy used by the education researchers. We 

claim self-efficacy is self-trust. We then explore what self-trust and its 

expression means to one group of learners and use this data to provide design 

suggestions for digital learning spaces that improve students’ self-trust.  

Keywords: self-trust, self-efficacy, trust enablement, digital learning 

1   Introduction 

Self-trust, informed confidence that one can accomplish a specific task, is key to 

the success of learners. In this paper, we explore how self-trust can be enabled in the 

design of a digital learning environment.  We start by exploring the nature of self-trust 

and self-efficacy. We then turn to consider how students express their self-trust and 

point of view in a digital learning environment. The paper closes with suggestions for 

designing digital learning spaces that improve students’ self-trust.   

2   Background Research 

 The notion of trusting oneself has been neglected by the digital trust research 

community.  When considering the social aspects of trust, the focus is usually on the 

notion of trust from one party to another, from an individual to a network of people or 

to a technological system/device. There are some, however, who consider self-trust. 

Hardin [1] identifies self-trust with the question ‘What can I depend on myself to do’? 

Dasgupta [2] briefly mentions whether one can trust one selves and outlines some of 

the safeguards society puts in place to protect those who cannot trust themselves. 

Abdul Rahman and Hailes [1] refer to ‘basic trust’ and a “pervasive attitude toward 

oneself and the world”. There is an emphasis on one’s disposition to trust as a basis 
for interaction with others, rather the one’s trust in oneself.  

 

According to Gibbs [3], self-trust is trust in one’s own ability to make decisions on 

one’s own terms with the understanding that one’s judgment is valid. This definition 

builds on Cofta’s [4] definition of trust as a relationship within which a trustor is 
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confident that another party (the trustee), to whom a trustor is in a position of 

vulnerability, will respond in the trustor’s interests, according to, which has traction in 
the trust research area. Self-trust is the informed confidence one has in oneself. If an 

individual is lacking in self-confidence then he/she is excessively vulnerable. On the 

other hand, too much self-confidence means that an individual may not comprehend 

risk appropriately [5]. Just like trust in others, trust in ourselves can be misplaced. 

Self–trust has a social component; there needs to be some form of validation with 

others in order for individuals to calibrate their self-efficacy [6] and self-trust does not 

preclude trust in others [7]. It is necessary for one to understand one’s strengths, 

competencies and beliefs [7]. An important component of trust is that it is intuitive 

[8]. Individuals are usually highly effective at managing trust in the context of their 

everyday life and we see in our study that our participants can articulate what they 

need to express their self-trust and engage others to trust them.  

 

According to Bandura [9], self-efficacy is a ‘belief and confidence’ that one has to 

accomplish certain sorts of work, such as the planning and completing of tasks. Self-

efficacy is shaped by previous accomplishment, social influence and an individual’s 

sense of agency[7]. Martinez-Maldonado et al. [10] add that experience plays an 

important role in one’s perception of oneself as well as knowledge. We claim that 

self-efficacy is intrinsic part of self-trust.  

 

Self-trust/efficacy is a result that universities hope they enable for their graduates, as 

indicated by the ‘graduate outcomes’ universities set for themselves. High self-trust 

and efficacy allows university students to not only make crucial decisions and set life 

goals but to reach them [11]. Trust level to oneself with first-year students sharply 

raises in connection with their ability not only to set the vital life goals but also to 

reach them. If the design of an online system improves a student’s self-efficacy then a 
student is more likely to report higher satisfaction with the system [10]. If an 

individual has high self-efficacy, then this is a predictor of the individual completing 

a MOOC (a massive open online course) [12]. Perhaps a role for traditional university 

education is to build individuals’ self-trust and efficacy so that they are in a position 

to complete endeavours such as MOOCs. 

3   Methodology 

Trust is a notoriously challenging concept to study and the notion of self-trust is 

arguably more personal and thus difficult to access. However, researchers need to 

look at what users actually do in real life contexts [13].  Sometimes asking 

participants to define a concept like trust does not gather in-depth responses as the 

task is hard work for participants. It is difficult for participants to understand what the 

researcher means [14]. For instance, it is likely if a survey about game design asks 

“What is trust in this context?’, the question is likely to be avoided by participants.  

Instead, gathering data in a more indirect fashion has the potential to be successful. 
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We gathered data from a brief survey for students embedded in a classroom activity, 

to understand what self-trust means for students in the context of e-learning. These 
students were undertaking a postgraduate unit ‘Analyzing the Web and Social 

Networks’ at Victoria University, Australia. The class has 42 students, 19 males and 

23 females.  

Students are required to undertake an oral presentation at the end of semester to 

communicate their findings to their peers. Peer judgment and acceptance, as part of an 

industry information sharing exercise, were central to the exercise. The task itself of 

creating a presentation can foster the development of creative self-efficacy because 

the process develops confidence with tools, developing ideas, presenting arguments to 

others and responding to feedback[15]. 

 

Two options were given to students about the delivery of their findings: presenting in 

person during class time or submitting a video presentation of their performance. In 

our short survey students were asked to explain why they made their choice. Our 

participants were asked “Why did you choose to present in person or create a video 

(circle the one you chose then quickly tell us why)”. 

 

4   Analysis 

As Roghanizad [8] argues, individuals are usually highly effective at understanding 

the dynamics of trust in their everyday lives and our participants gave us a clear 

explanation of their choices around self-trust and technology. The participant’s 

responses reflect the notion of ‘functional advantage’ (outlined in technology 

acceptance models see [16]). Users of technology are not inherently loyal to one form 

of technology or mode of interaction, the decision depends upon what is on offer. 

Users are aware of the possibilities technology offers and want to use what works 

better for their particular context [16]. In the responses provided by the participants, 

we see them weigh up how technology can help or hinder them express their self-trust 

and also gain the trust of their peers. Jervis [17] says simply that the reason why 

different users have different preferences is because people come from wide ranging 

experiences, bearing different personalities and opinions.  

 
Some participants chose to present in class because they believe it is easier to control 

the presentation: 

 

I prefer to present in person because I can get a better 

sense of what the room is finding most interesting - 

can emphasise of skim over as required. Can also 

modify and monitor my own energy as appropriate. 

Basically I feel as though I have more control of the 

presentation. 
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Trust and control are counterparts [18], one can compensate for absence of the other. 

As Knight[19] states autonomy is safeguarded when students are given “control over 
the right things at the right time.” On the other hand, other participants thought that 

video-mediated presentation would present them in the most confident light. 

Confidence, as Cofta [4] argues, is a key component of trust. If a person can make 

others confident of their abilities, then that person is trusted. A participant in our 

study said: 

 

I prefer to make the presentation on video rather than 

in person because I feel more confident. I'm a shy and 

introverted person and speaking in front of an 

audience or in public, it is a bit uncomfortable and I 

feel stage fright. 

 

Another added that the asynchronous nature of a video presentation changes the type 

of judgments that are made because the audience is not forced to watch you: 

 

I chose this subject because it really interests me, but I 

am just a 'beginner' in this scenario, and given the high 

level and experience some students have in class, it 

was really difficult for me to come up with an 

interesting subject to present for them, so I thought the 

video was a good idea, as it gives the freedom to 

watch it only to those who may be interested in the 

topic.  

  

Other participants raised the issue of authenticity, a concept very close to the notion 
of trust. Those looking to trust, automatically synthesise the evidence to trust they are 

presented with, filtering for authenticity and assessing the credibility of the 

information [20]. Assessing the credibility of the information, the participants realized 

they can control how authentic, trustworthy and believable they can appear to be.  

 

Personally, I find it more authentic to present in 

person, in front of a real audience. Even more so, that 

I believe they (the audience) could take something out 

of my outcomes. 

 

I like talking in front of people because I like 

interactivity and dialog. It feels more real than just a 

youtube video. If there's real (live) singing vs. lip 

sync, I would choose live singing. 

 

It is interesting to note, that even though the individuals in our study are regarded as 

‘digital natives’, some of our participants prefer ‘real life’ over digitally mediated 

interactions. Some participants were interested in in-class presentations because there 

is a more personal level of interaction that allows instant feedback and flow, echoing 

Luhmann’s [21] well-known theory on the links between growing familiarity and 
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trust. The more time and interactions individuals have with each other, the more likely 

that trust will develop between people.  
 

I would like more interaction with the students. I feel 

like I am talking to the air if doing my presentation in 

a video. Presentation in class makes me feel more 

energy. 

 

Easy to contribute to the conversation in case someone 

has a question or needs clarification. 

 

I am more comfortable presenting in person as its 

more interactive, helping in getting reactions, input 

feedback on your presentation. 

 

As indicated by the responses above, many participants who chose to present in class 

raised the issue of being able to ask questions. The ability to query promotes trust as. 

asking for clarification shows a need to understand. Answering queries breeds 

understanding and engagement [22]. Our participants understand this dynamic: 

 

So that my fellow classmates could see and listen to my 

presentation topic, also gives people a chance to ask me 

questions about my topic. 

 

Video is not interactive, no questions allowed.  It's a 

better 'sound check' format, i.e.: live reaction. 

 
Another participant added that the topic of a presentation itself should play a role 

when deciding to present in person or using technology:  

 

It needs to be in person because I'm sharing from my 

own experience.  

 

And finally, practical considerations also play a role in the choices students make, 

which are issues designers of online spaces should not overlook:  

 

The clarity of voice and image is guaranteed in a 

classroom presentation. 

 

We have decided to team up for the presentation but one 

of us is not available on the day/time of the actual 

presentation. It is difficult to coordinate time together. 

Eliminating the date of the actual presentation in the mix 

gives more freedom in scheduling the recording session. 

We are both shy and filming the presentation took out 

some of the anxiety of presenting in class.    
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In the responses from participants, there are suggestions to improve the design of 

digital learning spaces so that they enable self-trust and trust. For instance, our 
participants tell us that an element of control is required in an online environment if 

the space is to allow them to establish trust with their peers. Many of our participants 

choose to present themselves in class, in person, rather than using digital tools to 

present their ideas, so this may mean that they find the current offerings within digital 

learning spaces fail to meet their needs.  

 

The ability to query is rated as an important element in a trust interaction, according 

to our participants. The current means to ask questions in online spaces does not seem 

to be satisfactory for our participants and they seek alternatives. Students also wish to 

develop familiarity with each other and also demonstrate their authenticity to each 

other, which are long-term design challenges for the creators of online spaces.   

 

Some of the design features we suggest above for trust enablement are ‘grand 

challenges’. Currently there are teams of designers who are working on these long-

term goals.  In the short-term, we propose the use of a questionnaire to be 

implemented as part of the digital learning experience. The aim of the questionnaire is 

to help students use technology so that it suits their preferences. Once submitted, the 

questionnaire could give students automated suggestions about the advantages and 

disadvantages of different technology use, guide them through their choices and 

provide examples of the choices students like them have made in the past.  

 

5   Conclusion 

Self-trust is a key attribute for learners in digital learning spaces. Education 

researchers use a similar concept, self-efficacy, which we claim is self-trust. In this 

paper, we explore the choices one group of participants make to express their self-

trust in digital learning spaces. The data gathered suggests ways to improve the design 

of digital learning environments so that they enable self-trust.  Our participants tells 

us that an element of control can enable self-trust. A means to display authenticity can 

also assist, as can the facility to ask and answer questions. Some of these design 

features are ‘grand challenges’ for the creators of digital learning spaces. As a 
solution for current environments, we suggest the implementation of a questionnaire 

which can guide students, based on their preferences, towards modes of interacting 

that enable self-trust.  
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