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Preface

In these challenging times caused by the COVID-19 situation, we are honored to bring
you this collection of the best papers submitted to the 35th IFIP International Con-
ference on ICT Systems Security and Privacy Protection, which was held in Maribor,
Slovenia, September 21–23, 2020. IFIP SEC conferences are the flagship events of the
International Federation for Information Processing (IFIP) Technical Committee 11 on
Information Security and Privacy Protection in Information Processing Systems
(TC-11).

The 2020 edition of the IFIP SEC proceedings includes 29 high-quality papers
covering a wide range of research areas in the information security field. They were
authored by researchers from 19 different countries. The selection of papers was a
highly challenging task: 149 received submissions were evaluated based on their sig-
nificance, novelty, and technical quality. Each paper received at least three, but most
of them four reviews by members of the Program Committee. The Program Committee
meetings were held electronically, with intensive discussions over a period of three
weeks. Of the papers submitted, 29 were selected for presentation at the conference,
leading to an acceptance rate of 19.5%.

We want to express our appreciation to all the contributors who helped to make
IFIP SEC 2020 a success. There is a long list of people who volunteered their time and
energy to put together the conference and who deserve acknowledgement. We want to
thank the members of the Program Committee and the external reviewers, who devoted
significant amounts of their time to evaluate all the submissions. Special thanks go to
the keynote speakers Elisa Bertino from Purdue University West Lafayette, USA, and
Stanka Šalamun and Mitja Kolšek from 0patch by ACROS Security, Slovenia, who
accepted our invitation to present their insights at the conference.

Further individuals who deserve special thanks and without whom the current
program and success of the conference would not have been possible include: the
organizing chair Lili Nemec Zlatolas and the members of the Organizing Committee
Borut Zlatolas, Luka Hrgarek, and Marko Kompara, all from the University of Maribor,
Faculty of Electrical Engineering and Computer Science. They kept all things smooth
and flowing, even after the delays caused by the pandemic. The IFIP SEC and WISE
had to be postponed without clear information on when public events like it could be
safely held again. The IFIP Summer School, which was being organized separately,
also got postponed and found a new home at IFIP SEC 2020. Due to the constant
changes in local regulation, the questionable safety of international travel and uncer-
tainty regarding the future spread of the disease, the decision was made to hold the
conference virtually, despite the best efforts to have it in Maribor, Slovenia. Special
recognition goes to Hotel City Maribor and the Maribor Convention Bureau, who were
very accommodating and understanding regardless of the economic impact of the
unfortunate situation, and we express our regret to the participants, for missing the
opportunity to see the beauty Slovenia has to offer.



We also acknowledge the institutional support for IFIP SEC 2020, which came from
the University of Maribor, Faculty of Electrical Engineering and Computer Science,
Institute of Informatics. Without this support, it would not have been possible to
organize the conference.

Last but certainly not least, we thank all the authors who submitted papers and all
the conference’s attendees who coped with the changing circumstances in a kind and
flexible manner.

We hope you find the proceedings of IFIP SEC 2020 interesting, stimulating, and
inspiring for your future research regardless of the challenging times in which the
conference took place.

July 2020 Marko Hölbl
Kai Rannenberg
Tatjana Welzer
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